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5.2. SOURCE IDENTITY DOCUMENTS.  All source identity documents must be visually 
inspected for known security features, as applicable, and for signs of alteration or counterfeit.
Electronic verification is not required for source identity documents, but may be performed if it 
is available.  Unless otherwise specified in this section, source identity documents establish only 
identity.  

a.  Combinations Accepted at all Installations.  DoD Components will accept the 
following combinations of source identity documents at all types of DoD installations:

(1)  TWIC used in conjunction with a driver’s license issued by a State, territory, 
possession, or the District of Columbia that is not REAL ID-compliant bearing the same name 
and similar photograph.  In this situation:

(a)  The TWIC is the credential used to establish identity for the purpose of access 
control.  

(b)  The non-REAL ID-compliant driver’s license is used to establish identity for the 
purpose of force protection.  

(2)  VHIC used in conjunction with a driver’s license issued by a State, territory,
possession, or the District of Columbia that is not REAL ID-compliant bearing the same name 
and similar photograph.  In this situation:

(a)  The VHIC is the credential used to establish identity for the purpose of access 
control.  

(b)  The non-REAL ID-compliant driver’s license is used to establish identity for the 
purpose of force protection.  

(3)  Original or certified true copy of a birth certificate bearing a raised seal, social 
security card, and driver’s license issued by a State, territory, possession, or the District of 
Columbia that is not REAL ID-compliant.  All three documents must bear the same name or a 
former name as documented on acceptable name change documentation such as a court order, 
marriage certificate, or divorce decree. In this situation:

(a)  The birth certificate and social security card are used to establish identity for the 
purpose of access control.  

(b)  The non-REAL ID-compliant driver’s license is used to establish identity for the 
purpose of force protection.

b.  Component-defined Combinations. DoD Component policy will establish other 
acceptable source identity documents, and the combinations in which they will be accepted. The 
combinations of source identity documents must reasonably approximate the rigor associated 
with obtaining a State or Federal photo ID, and provide a reasonable assurance in the identity 
established.  
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